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Summary

DeNicola Security and Information Consultants, LLC. 
(DSIC) is a Service-Disabled Veteran-Owned Small 
Business (SDVOSB) that specializes in providing Physical, 
Personal, Information and Industrial Security; and Disaster 
Preparedness services to Federal, State and Commercial 
agencies/organizations. DSIC has technical expertise 
working with high profile customers including The Office 
of the Secretary of Defense, The Military Services, and 
Veteran Affairs. We develop programs, design systems 
and implement information technology services. All of 
our security and information technology experts have 
been trained in various skills, some by the Department of 
Defense and hold various certifications, and most have 
Secret and Top Secret clearance. 

With over 30 years of experience in providing Security 
services and protecting United States security interests in 
some of the most hostile areas of the world, DSIC is a key 
partner to ensure that our nation’s information, people, 
and infrastructure are protected.

What sets DSIC apart?

• Our Experience
• Our Customer-Proven Solutions
• Total Quality Management
• Strong Client Relationships
• Balance of Current Technology and Business

Solutions

• Program Management
• Information Technology
• Application Development
• Data Management
• Security Services

See list of detailed services on reverse side.

Important Corporate Information

DUNS number: 616931882

CAGE: 4H1P0

 
GSA Contract #: GS-35F-0033U

Certification
Service-Disabled Veteran-Owned Small Business

Highest Clearance
Top Secret/SCI

Clients
Department of Defense
U.S. Department of Veterans Affairs

NAICS Codes

541512 Computer Systems Design Services 

541611 Administrative Management &
General Management Consulting Services 

541612 Human Resources Consulting Services 

541690 Other Scientific and Technical
Consulting Services

541820 Public Relations Agencies

Contact Information
DeNicola Security & Information Consultants, LLC.
13330 Clarksville Pike, Ste. A
Highland, MD 20777

voice (202) 657-2217 

fax (301) 854-0271

tony.denicola@comcast.net

www.dsic-llc.com
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Physical Security
• Integrate alarms, badges, access control, inspections 

and coordinate with concerned federal and state 
agencies

• Monthly testing of all alarms and intrusion detection 
systems

• Monitor physical and operational security 
countermeasures for the protection of assets and staff

• Review the badge process and compliance

• Review access control procedures and provide training

• Installation of security systems

Information Security
• Develop an automated security plan to ensure the 

protection of the information system

• Conduct annual risk and vulnerability assessments

• Assist in the coordination to maintain certifications 
and accreditations with regulating authorities, 
including the Department of Defense’s DIACAP 
certification process

• Provide full spectrum overview of system security 
posture and ensure compliance with guidance

Personnel Security
• Organize and administer an organizational security 

orientation and awareness program, that includes 
annual security awareness training 

• Assist personnel in obtaining required security 
clearances

• Assist organization in obtaining a facility clearance

• Conduct security in-briefings, out-processing briefings 
for departing personnel, foreign travel briefings, and 
other security briefings as needed

Industrial Security
• Educate company personnel who will be safeguarding 

classified or company-protected data

• Review security containers for storing classified or 
company-protected information

• Assist in accrediting automated information systems 
that process classified or company information

• Provide advice and assistance to the security office 
and employees

• Assist in investigating security violations and 
implementing procedures to prevent recurrences

• Annually review the contractor’s overall security 
program to ensure all information is being 
safeguarded properly

Emergency Planning & Disaster Management
• Set up of disaster management plans to ensure 

mission critical business have minimal downtime

• Provide fully developed handheld to track and 
monitor personnel and mass causalities

• Develop the appropriate remediation process to bring 
infrastructure back to mission ready

• Provide a Continuity of Operations plans, policy and 
procedures (COOP) to ensure communications, and 
data are available in the event of an Emergency

• Risk and Vulnerability Assessment

• Emergency Response Planning

• Process, Procedure, Response Performance Analysis

• Identification and Tracking Technology 

• Emergency Shelter Preparedness Assessments

Core Capabilities


